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1. [bookmark: _Toc255739548][bookmark: _Toc266264181][bookmark: _Toc384050230]Schedule of Events 
The following is the schedule that will apply to this RFP but may change in accordance with the procuement’s needs or unforeseen circumstances
	Issuance of RFP	
	26 October 2025

	Online Briefing Session
	13 November 2025

	Technical Questions/Inquiries Due Date
	20 November 2025

	RFP Closes	
	20 January 2026; 14:00pm


3 [bookmark: _Toc208704029]Scope of Work, Specifications & Requirements
The SARB is seeking a brief response to this RFP from qualified providers who are able to deliver the outlined services:
	Req ID
	Requirement
	Use Case

	
1
	Server patching Documentation and DR Documentation 
	A well-documented server patching process covering four (4) server OS technologies and DR playbooks including Standard Operating Procedures / SOPs including step by step recovery of various server OS and VMs 

	2
	Meeting RTO/RPO Requirements
	DR services for replication and recovering applications and/or data as based on RTO/RPO information provided

	
3
	Administering hosts and maintaining necessary components
	Meet capacity needs, bandwidth requirements and RTO/RPO objectives

	4
	Daily backup plan
	Servers hosting mission critical applications, including a regularly tested recovery process

	
5
	
Scheduled backups plan
	Backups can be scheduled during periods of low usage on the servers to avoid impacting services running on those environments. The schedule is customisable and can be set by server

	6
	Backup retention
	Targeted 90 days for general operation

	7
	Proactive Planning Annual data growth
	☒ 30% Less by introducing archiving

	

8
	

Server Security
	Maintaining secure server configurations
Security and protocols in place to protect data
Monthly patching, vulnerability remediation, non-compliant account remediation and access review

	

9
	

Server Provisioining 
	· Provision servers : 
· Virtualisation layer with managed technology refresh cycle
· Virtual machines
· Allocating CPU processors
· Allocating RAM
· On-demand virtual server instances

	
10
	
Virtual Machines
	· VM allocation with no service interruption
· VM copying and cloning
· VM troubleshooting
· VM testing

	

11
	

Server Operating Systems / OS Administration
	· Microsoft Windows Server OS Admin
· AIX Server OS Admin
· Red Hat Server OS Admin
· VMWARE Server Admin
· SUSE LINUX Server OS Admin
· Vendor’s service offerings to include pricing, server upgrades and exceptions for OS upgrades

	
12
	
Human Resource Continuity 
	Resource Continuity with at least two (2) vetted resources per function with 1 (one) 100% allocated, on site per server OS, and others off site providing remote coveraged when needed

	13
	Training and Certification
	Maintain technical training and certification of allocated staff

	
14
	
Proactive Remediation of major alerts
	Respond 24/7, via standby service when called out to remediate major events. During working hours proactively remediate major, alerts for servers hosting mission critical business applications. 
Proactive communication and escalation based on the system severity and SLA

	15
	Response to critical server alerts and incidents
	24/7 response to business-critical escalations and call outs

	16
	On-call services
	Emergency response and resolution of server, and backup issues

	

17
	

Server Security
	· Security patches
· Security updates
· Antivirus on servers
· Remediation of vulnerabilities
· Remediation of non-compliant service accounts
· Secure server configuration

	18
	Server Proactive Health Check
	· Perform daily proactive server health checks and Capacity Planning

	
19
	Server Software License Management 
	· Server, Software License Management

	
20
	Backups proactive monitoring
	Backup proactive monitoring, management and remediation of major events / alerts 24 / 7 

	
21
	Server and backups proactive Performance Monitoring
	Server, and backups performance monitoring services to ensure acceptable response times from the end-user perspective

	22
	Vulnerability Remediation
	Server, Vulnerability Remediation and Server OS Patching

	
23
	
Audit Findings Remediation 
	Audit Findings Remediation
Close open audit findings on or before due date
Prevent repeat audit findings

	




24
	




Servers Monthly Perfromance Reporting
	Server, monthly performance reporting with the following details:
1. Availability of Servers hosting critical applications
2. Reliability of Servers hosting critical applications
3. Mean time to resolve server incidents
4. Average window of exposure
5. Number of open critical/high vulnerabilities
6. Number of exceptions granted
7. Vulnerability reopened rate
8. Percent % of servers with no open high/ critical vulnerability
9. Monthly access review compliance rate
10. List of servers running legacy / unsupported OS per OS
11. # of non-compliant service accounts
12. # of servers switched off for > four months
13. Annual server capacity plan
14. Monthly server capacity 



4 [bookmark: _Toc255739549][bookmark: _Toc266264182][bookmark: _Toc384050231]

1. [bookmark: _Toc208704023]Proposal Preparation Instructions
[bookmark: _Toc255739553][bookmark: _Toc266264186][bookmark: _Toc384050235][bookmark: _Toc208704024]Proposal Submission
Proposals or completed tender response template must be delivered to the SARB’s portal
on or prior to 20st Janaury, 2026; 14:00pm.The SARB shall not accept proposals received by hand or post. 
Populate / answer questions listed to this template and send back the populated tender template as your tender response.
Your response is to include:
Answering questions using the templates provided. Questions are in columns highlightd in gold with question marks in blue for you to answer.
For Costing and pricing of your services use the template provided.
Responses found to be incorrect or misleading may result in your proposal being excluded from further consideration or may void any contractual agreements that have been accepted.

6 [bookmark: _Toc208704026][bookmark: _Toc255739556][bookmark: _Toc266264189][bookmark: _Toc384050238]Server Administration Service Responsibility Matrix
The successful bidder will be expected to fulfil the following roles and responsibilities: Complete Column highlted in gold “Supplier Response” with a question mark by insterting Y or N
	
Service / Task
	Responsible Party
	Supplier Response 

	
	Bank
	Managed Service Provider
	Both
	Agree 
(Y / N)

	Troubleshooting & Server Incident Remediation	

	Define and maintain Incident Management  Policy, Process, Procedures and Awareness
	►
	
	
	?

	Diagnose server hardware failures, service crashes, or performance drops
	
	►
	
	?

	Collaborate with network, security, database administrators and application teams in resolving major incidents
	
	►
	
	?

	Respond and remediate major alerts and user-reported issues
	
	►
	
	?

	Document and publish on the IT Service Management Platform “Known server errors”
	
	►
	
	?

	Keep Server Knowledgebase articles up to date 
	
	►
	
	?

	Service Request Fullfilment

	Define and maintain Request Fullfilment Policy, Process, Procedures and Awareness
	►
	
	
	?

	Fulfil server service requests within specified service levels
	
	►
	
	?

	Develop server hardware technical designs and sizing in support of projects
	
	►
	
	?

	Problem Investigations and Root Cause Analysis

	Define and maintain Problem Management Policy, Process, Procedures and Awareness
	►
	
	
	?

	Conducting investigations, resolve and document solutions to repeatable / recurring server incidents 
	
	►
	
	?

	Proactive Preventative Maintenance

	Define and maintain Server Proactive Preventaive Maintenance Schedules 
	►
	
	
	?

	Perform regular proactive preventative / routine server maintenance tasks, including server software updates, hardware upgrades, and system optimisations to prevent issues before they occur 
	
	
►
	
	
?

	Perform server OS upgrade before end of support 
	
	►
	
	?

	Change Management

	Define and maintain Change Management Policy, Process, Procedures and Awareness
	►
	
	
	?

	Adhere to Change Management Process 
	
	►
	
	?

	Submit Requests for Changes / RFCs for all preventative / routine server maintenance for the whole calender year
	
	
	►
	?

	Assess Changes / RFCs
	►
	
	
	?

	Approve or Decline Changes / RFC approval
	►
	
	
	?

	Implement planned changes and update change records (timeously)
	
	►
	
	?

	Define Proactive Preventative Maintenance Schedules
	►
	
	
	?

	Configuration Management

	Define and maintain Configuration  Management Policy, Process, Procedures and Awareness
	►
	
	
	?

	Record inventory and configuration management records updating
	
	►
	
	?

	Maintain accurate server inventory and configuration audits
	
	►
	
	?

	Monitor Server Software licenses
	
	►
	
	?

	Capacity Planning & Scaling

	Define and maintain Capacity Management Policy, Process, Procedures and Awareness
	►
	
	
	?

	Forecast future server resource needs based on usage trends
	
	►
	
	?

	Plan upgrades or cloud migrations
	
	►
	
	?

	Balance loads across servers, clusters and data centres
	
	►
	
	?

	Budget and provide financial resources for future server capacity and growth 
	►
	
	
	?

	Define Server service metrics and standards
	►
	
	
	?

	Track, measure and report (monthly) Server service metrics as per requirements
	
	►
	
	?

	Service Management Tool, licences and diagnostic tools

	Provide IT Service Management Platform and licences
	►
	
	
	?

	Administer IT Service Management Platform
	►
	
	
	?

	Provide server software distribution, server management tools and diagnostic tools including licences
	
►
	
	
	?

	Provide server diagnostic tools
	►
	
	
	?

	Staff Training and maintaining certification

	Server technical training and certification of staff on the following : 
Mandatory server certificates :
1. AIX, 
2. SUSE Linux, 
3. Microsoft, 
4. RedHat and 
5. VMWare
	
	


►
	
	


?

	Maintain Soft Skills (Customer Service, Troubleshooting, Communication Skills, Problem Solving Skills, Teamwork and Collaboration) and ⁠ITIL 4 Foundation
	
	
►
	
	
?

	All allocated Specialists should be sent to at least two (2) training courses per finanancial year to maintain their certification and skills
	
	
►
	
	
?

	Server Inventory, Software and Licenses

	Maintain an accurate inventory of installed servers, server names, owners, locations and OS versions 
	
	►
	
	?

	Track license usage, compliance and invest in additional or appropriate licence types
	►
	
	
	?

	Invest in third-party software as needed
	►
	
	
	?

	General Requirements

	Service coverage 24 x 7 x 365 on a standby rotational basis 
	
	►
	
	?

	Provision of expert advice regarding server and backups emerging trends 
	
	►
	
	?

	The Bank will request additional specialised skills, when required for a period of time, with due notification
	
	►
	
	?

	Spectrum Scale (GPFS) implementation, administration and configuration
High Availability / HA Configuration Planning and Implementation
PowerSC Implementation and support
	
	
►
	
	
?

	Assistance with server design and architecture functions
	
	
	►
	?

	Providing IT consultation, developing strategic plans for server infrastructure
	
	
	►
	?

	Working with 3rd party vendors and OEMs
	
	
	►
	?

	Maintenance and configuration management of high availability requirements (PowerHA and Clustering)
	
	►
	
	?

	Server testing during projects and for operational purposes
	
	►
	
	?

	File system maintenance
	
	►
	
	?

	Supporting live partition mobility (LPM)
	
	►
	
	?

	Development of system optimisation scripts
	
	►
	
	?

	Server Security Administration

	Define and maintain CyberSecurity Policy, Standards, and Awareness Sessions
	►
	
	
	?

	Define and maintain various Server Patch Management Processes for AIX, SUSE Linux, RedHat, Microsoft and VMWare. Also define Server Patching Standard Operating Procedures / SOPs for above listed server OS 
	
	
►
	
	
?

	Apply server OS / software patches, and power systems firmware updates regularly post testing
	
	►
	
	?

	Securely configure servers, antivirus software, server security firewalls, intrusion detection / prevention systems
	
	►
	
	?

	Monitor compliance to the Bank’s cybersecurity policy and standards 
	►
	
	
	?

	Participate and submit evidence to auditors
	
	►
	
	?

	Server Hardening
	
	►
	
	?

	Server secure configuration imaging
	
	►
	
	?

	User & Access Management

	Define User Access Management Standard and monitor compliance
	►
	
	
	?

	Provide server user access management technologies 
	►
	
	
	?

	Create and manage server user accounts and groups
	
	►
	
	?

	Set permissions and roles based on least privilege
	
	►
	
	?

	Enable server security logs to be ingested  into the SIEM to monitor server login attempts and access anomalies
	
	►
	
	?

	Enforce access controls and audit logs
	
	►
	
	?

	Review server priviledge access on monthly basis 
	
	►
	
	?

	Audit server security compliance and produce server vulnerability reports
	►
	
	
	?

	Remediate server aging vulnerabilities and maintain less than 120 days ageing
	
	►
	
	?

	Scope

	The Bank’s Servers host mission critical business applications. The expectation is your organisation will allocate qualified skilled Server Specialists to administer the following server OS: 
1. AIX
2. SUSE Linix
3. Redhat
4. Microsoft and
5. VMWare
	
	


►
	
	


?

	Installation & Configuration

	Set up physical or virtual servers (Linux, AIX, Windows, etc.)
	
	►
	
	?

	Install required applications and middleware (e.g., Apache, MySQL, WebLogic)
	
	►
	
	?

	Configure operating systems, services, and network settings
	
	►
	
	?

	Implementation of High Availability infrastructure (PowerHA) 
	
	►
	
	?

	Server Performance Monitoring

	Track CPU, memory, disk, and network usage
	
	►
	
	?

	Identify bottlenecks and optimise resource allocation
	
	►
	
	?

	Use tools provisioned by the Bank like vRops and others or built-in OS utilities
	
	►
	
	?

	Backup & Disaster Recovery

	Schedule regular backups (full, incremental, differential) as defined in the backup procedure
	
	►
	
	?

	Schedule IT Systems Recovery tests 
	►
	
	
	?

	Participate in testing restore procedures and disaster recovery plans (Planned or unplanned)
	
	
	►
	?

	Make use of solutions like Rubrik to restore
	
	►
	
	?

	Review and maintain backup, retention and replication configurations
	
	►
	
	?

	Creation of OS images for prompt recovery processes
	
	►
	
	?

	Server Documentation & Asset Tracking

	Record server specs, IPs, open ports, and installed software
	
	►
	
	?

	Maintain change logs and configuration baselines
	
	►
	
	?

	Use CMDBs or structured spreadsheets for tracking
	
	►
	
	?

	Compliance to laws and regulations

	All allocated resources must have a medical aid since the Bank is a National Key Point / NKP
	
	►
	
	?

	All allocated resources will be subjected to security assessment and vetting 
	
	►
	
	?

	Service Provider agrees to be responsible by identifying and interpretation of any applicable laws, regulations, and statutes that affect the Client. Laws such as Basic Conditions of Employment Act (BCEA
	
	
►
	

	
?

	It is the Service Provider’s responsibility to ensure the laws of the country are strictly adhered and requirements
	
	►
	
	?

	Strict adherence to the Bank’s Policies such as Cybersecurity, POPIA and Non Disclosure Policies
	
	►
	
	?

	Allocation of IT Equipment and tools of trade

	Allocation of appropriately specced Desktop as a Service / DaaS with the latest always up to date patched and supported Operating System
	►
	
	
	?

	Access to printing facilities (usage will be monitored by the Bank and personal prints will be billed to the Service Provider) 
	►
	
	
	?

	Allocation of DaaS endpoint security / protection software licences and controls against cyberthreats 
	►
	
	
	?

	Allocation of Productivity Software licences (Microsoft Office 365 E Licence)
	►
	
	
	?

	IT maintenance and Support of Desktop as a Service
	►
	
	
	?

	Allocation of adeaquately specked laptop with licensed software
	
	►
	
	?

	Allocation of peripherals such as headset, external keyboard, wireless mouse and an external screen
	
	►
	
	?

	Data card / mobile router with adequate data for resources who will be performing standby service
	
	►
	
	?

	Provison for mobile allowance for the allocated specilists to be reachable when on standby
	
	►
	
	?

	Backup power / invertor to be allocated to staff who will be performing standby and IT Systems recovery service
	
	►
	
	?

	Allocation of a telephone number / telephony (usage will be monitored by the Bank and personal calls will be billed to the Service
	►
	
	
	?





7 [bookmark: _Toc208704027]General Requirements
The following section lists general requirements :
	
#
	
General Requirments
	Supplier Response
Agree (Y/N)

	1
	No offshoring – employees allocated to deliver outsourced services to be South Africans who reside in South Africa.
	?

	2
	Commitment to absorb current resources delivering server administration services
	?

	3
	Comitment to continuously improve service levels targets for server administration service
	?

	4
	Maintain zero (0) high and repeat server audits
	?

	5
	Comitment to consistently meet service levels / consistency  
	?

	6
	Innovative, forward-thinking server administration solutions with the ability to adopt AI where possible
	?

	7
	A commitment to continual service improvement
	?



8 [bookmark: _Toc208704028]Service Level Agreements (SLAs)
The bidder must provide proposed targets for the following service metrics :
	
#
	
Service Metric
	
Description 
	Supplier Response (Proposed Target)

	1
	Server reliability (MTBF)
	Measure mean time between failures (MTBF) of servers
	?

	2
	Server availability (uptime %)
	Measure uptime percentages across servers in scope (only production servers)
	?

	3
	Server maintainability (MTRS)
	Measure mean time to restore a server (MTRS) after an unplanned failure
	?

	


4
	



Mean Time to Resolve / MTTR server Incidents
	This tracks the time taken to completely resolve a support server incident after it is opened 
	?

	
	
	Priority 1 – Incidents
	?

	
	
	Priority 2 – Incidents 
	?

	
	
	Priority 3 – Incidents
	?

	
	
	Priority 4 - Incidents
	?

	5
	Time to Patch
	Time to apply server OS / software patches from the time released by the OEM
	?

	6
	Average Response Time:
	This measures the average time taken to respond to server incidents
	?

	7
	SLA Breach Rate:
	This measures the percentage of tickets that breached the Service Level
	?

	8
	Ticket Reopen Rate
	This tracks the number of tickets that might be  reopened after being marked as resolved
	?

	9
	
Knowledge Management
	This tracks the number of Server Knowldgebase Artcicles KBs that will be created and published per month 
	?

	10
	Certication compliancy rate in %
	Committed % of certified staff during the contract lifecycle
	?

	11
	Time to escalate
	Committed time to escalate an incident to the Original Equipment Manfufacturer / OEM 
	?

	12
	Time to patch  
	Committed time / days to patch (from the time a server patch was released by the OEM)
	?

	13
	Server Vulnernability Remediation 
	Committed number of days to remediate high and critical server vulnerability
	?

	14
	Time to Report
	Day in an new month monthly reports will be submitted 
	?

	
15
	
Patch Compliance rate
	Patch compliance rate is calculated as a percentage. For example, if an organisation has 100 devices and 90 of them have the latest patches installed, the patch compliance rate would be 90%
	
?

	16
	· Legacy server OS
	· # of servers running legacy / unsupported OS per OS type
	?

	17
	· Server window of exposure
	Average window of exposure
	?

	18
	· Aged server vulnerabilities
	Number of open aged > 120 days critical/high vulnerabilities
	?

	19
	· Number of exceptions granted
	Number of servers with exceptions granted
	?

	20
	Vulnerability reopened rate
	Number of repeatable vulnerabilities
	?

	21
	· Open high / critical vulnerabilities
	Percent % of servers with no open high/ critical vulnerability
	?

	22
	· Access compliance rate
	Monthly access review compliance rate
	?

	23
	· Switched off servers
	# of servers switched off for > four months
	?

	24
	· Non-compliant service accounts
	# of non-compliant service accounts
	?
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Within the below sections, the requirements are prioritised and coded as follows:
	Priority
	Definition

	R
	Required: This functionality is required and a vendor will be scored zero if this functionality is not met.

	D
	Desired: This functionality is desired and expected to be provided by the vendor.  Though not vital for the acceptance of this RFP it is weighted in scoring

	O
	Optional: This functionality is considered “nice to have” but is not vital for acceptance of this RFP


9 [bookmark: _Toc69205648][bookmark: _Toc208704030]Technical and Services Capabilities Requirements
Your response must address each ID below by indicating your solution’s compliance with each requirement using the acceptable compliance codes listed on the Table below (Acceptable Compliance Responses). Any text must be provided in a column separate to the compliance rating. If the space provided is insufficient, or if you wish to provide additional supporting information relating to the response to a requirement (e.g. support agreements, solution overviews, user manuals etc.), it may be added as an appendix to your proposal and should be referenced clearly and appropriately
[bookmark: _Toc208704031]Acceptable Compliance Responses
	Compliance
	Definition

	Native
	Feature/requirement is a standard feature in the current offering

	Licensed
	Feature/requirement can be achieved through procuring additional licensing through the respondent

	Third-Party
	Feature/requirement can be achieved through procuring additional licensing through a third-party

	Not Supported
	Feature/requirement cannot be met



10 [bookmark: _Toc208704032]	SECTION A: Vendor Requirements (VR)
	ID
	Requirement
	Priority
	Compliance
	Comments

	VR1
	Do you have experience of delivering Server Administration Services?
	
Required
	?
	?

	VR2
	Are you able to support configurations that involve clustering or high availability?
	Desired
	?
	?

	
VR3
	Does the vendor/provider have a Code of Ethics policy? If yes, did the vendor provide copy of the relevant documentation?
	

Optional
	
?
	
?

	VR4
	Did the vendor/provider attest compliance with affirmative action guidelines or Equal Employment Opportunity (EEO) laws?    
	
Optional
	
?
	
?

	VR5
	Do you have a continual improvement plan in place?
	
Required
	?
	?

	VR6
	Are you going to deliver quality services backed by service levels committed on 9 Service Level Agreements (SLAs)?
	
Required
	?
	?

	VR8
	Are you willing to absorb the exiting staff delivering the services?
	
Desired
	?
	?

	VR9
	Does the provider/vendor qualify as a small business, disadvantaged business, and/or women-owned business, and/or Veteran-Owned Small Business Enterprise (VSBE)? 
	

Optional
	?
	?

	VR10
	The provider/vendor can provide details of similar client outsourcing agreements in the last year
	
Required
	?
	?

	
VR11
	The provider/vendor proposal or response illustrates that a stable and defined customer/account relationship management exists.
	
Required
	?
	?

	VR12
	Does the vendor provide transitioning services from the current vendor to themselves?
	
Optional
	?
	?

	VR13
	Does the vendor have a formal process to introduce or suggest improvements to processes/methodologies?  
	
Optional
	?
	?



11 [bookmark: _Toc208704033]	SECTION B: Vendor Qualifications/Engagement/Administration Capabilities (VQ)

	ID
	Requirement
	Priority
	Compliance
	Comments

	
VQ1
	Do you maintain technical certification for technicians? If yes, what minimum technical ceritifcation % are you going to maintain?
	
Required
	?
	?

	
VQ2
	Which soft skills training will be provided for your allocated server specialists
	Required
	?
	?

	
VQ3
	Do you provide your resources with online training resources for them to maintain their skills and cerification?
	
Optional
	?
	?

	
VQ4
	Do you provide a complete set of Standard Operating Procedures / SOPs to adminsister various server OS? 
	Required
	?
	?

	
VQ5
	Will we have access to all documentation (knowldgwbase articles, Standard Operating Procedures and Configuration Documents) whenever we need it?
	
Required
	?
	?

	
VQ6
	How do you hire,  train and retain Server Specialists? What is your strategy?
	Optional
	?
	?

	

VQ7
	How do you demonstrate commitment to meeting our changing needs and helping us reduce costs? Please provide examples of one or more situations where you came up with a solution for a client that lowered their cost
	
Required
	?
	?

	
VQ8
	Who are your previous customers and how satisfied are they with your services?
	Required
	Native
	Provide answer below under references 



12 [bookmark: _Toc208704034]	SECTION C: Resiliency / Recovery Capabilities (RC)
	ID
	Requirement
	Priority
	Compliance
	Comments

	RC1
	Are you able to provide basic server recovery services to operate effectively within the Bank’s <2 hours RTO and 0 RPO?
	
Required
	?
	?

	RC2
	Is there a fee or cost for the allocated resources to participate in the distater recovery tests?
	Required
	?
	?

	RC3
	Do you commit to adhere to Change Management Process? 
	Required
	?
	?

	RC4
	Are there limits (duration or pricing based) on the participation on DR tests? 
	Required
	?
	?

	RC5
	Can the vendor deliver backup and restoration features to operate effectively within the Bank’s < 2 hours RTO and 0 RPO?
	
Required
	?
	?

	RC6
	Are there additional charges for server administration service not catered for in the pricing template?
	
Required
	?
	?


13 [bookmark: _Toc208704035]	SECTION D: Service Support (SS)
	ID
	Requirement
	Priority
	Compliance
	Comments

	SS1
	Do you provide technical project management services to lead server projects?
	Optional
	?
	?

	SS2
	Do you have a Business Continuity Plan / BCP in place for your company?
	Required
	?
	?

	SS3
	Does your organisation adhere to standards of practice such as ITIL or COBIT?
	Desired
	?
	?

	SS4
	What input is required from your clients to review and authorise changes to staff?
	Optional
	?
	?

	
SS5
	Outline how you will provide continuity for any change/absence in key personnel (Server Specialist and Account Management) to ensure no disruption in service is experienced
	
Required
	?
	?

	SS6
	Do you provide cloud server administration service? 
	Optional
	?
	?

	
SS7
	Will you utilise [South African Reserve Bank]’s existing [ITSM Solution] implementation for all ticketing functions?
	
Required
	?
	?

	
SS8
	Describe your tracking and reporting capabilities. What metrics will you include in your reports? What types of reports will you provide?
	
Required
	?
	?

	SS9
	How often will reports be provided?
	Required
	?
	?

	SS10
	Are your service hours flexible?
	Optional
	?
	?


14 [bookmark: _Toc208704036]	SECTION E: Service Level Agreement (SLA)
	ID
	Requirement
	Priority
	Compliance
	Comments

	SLA1
	What processes are in place to ensure your staff meet SLAs?
	Required
	?
	?

	SLA2
	Are there protocols in place to remedy non-compliance in the event of SLA breaches?
	Required
	?
	?

	SLA3
	Describe your process for how Availability is calculated
	Optional
	?
	?

	
SLA4
	Describe the escalation protocol your organisation currently has in place with varius OEMs (Microsoft, IBM and VMWare
	
Optional
	?
	?

	SLA5
	Do you adhere to company SLAs in all server administration services?
	Optional
	?
	?

	SLA6
	Describe your SLA adherence reports
	Required
	?
	?

	SLA7
	What are the protocols to remedy non-compliance in the event of SLA breaches?
	Required
	?
	?


[bookmark: _Toc208704037]SECTION : F	Transition Processes (TP)
	ID
	Requirement
	Priority
	Compliance
	Comments

	TP1
	Describe your approach to integrate and maintain the knowledgebase 
	Required
	?
	?

	TP2
	How do you intend to manage the areas of risk for the duration of the contract?
	Required
	?
	?

	TP3
	Outline any constraints your organisation foresees with the transition
	Optional
	?
	?

	TP4
	Identify the documentation protocol in place during transitions
	Desired
	?
	?

	TP5
	What is the process you have in place for stakeholder management?
	Optional
	?
	?




[bookmark: _Toc208704038]SECTION : G	Account Management (AM)
	ID
	Requirement
	Priority
	Compliance
	Comments

	
AM1
	Outline how the account management team will ensure that tender requirements will be met
	Required
	?
	?

	AM2
	Detail the procedures surrounding billing disputes
	Opional
	?
	?

	
AM3
	What is the procedure surrounding service meetings and reporting that will be provided and the frequency at which they will be conducted?
	Required
	?
	?

	
AM4
	What is the process for delivering and reporting on continual improvement efforts?
	Required
	?
	?

	
AM5
	Describe what dashboards / reports will be available to review and monitor service performance
	Required
	?
	?

	
AM6
	Does the pricing include allocated FTEs and project resources hourly rates?
	Opional
	?
	?

	AM8
	What is your pricing and billing model for server administration?
	Desired
	?
	?



15 [bookmark: _Toc208704039]Exit Conditions (EC)
[bookmark: _Toc447283295][bookmark: _Toc448155656]In the event that the outsourcing project is not performing to the standards outlined, is failing to meet project goals, or the managed service provider is failing to meet expectations, the outsourcing project must be re-evaluated.  Conditions for transition measures are defined as follows:

	ID
	Requirement
	Priority
	Compliance
	Comments

	
EC1
	Failure to meet the agreed upon SLAs for availability and reliability of servers more than three times in a single month
	Required
	?
	?

	EC2
	Repeatable / similar server incidents that occur more than once in a month
	Required
	?
	?

	
EC3
	Failure to demonstrate commitment to continual improvement over the first two years of the agreement
	Required
	?
	?

	EC5
	Absence of reports or other agreed analysis for more than two consecutive months
	Required
	?
	?

	EC6
	Incapacity of a large number of  allocated server specialists / FTEs
	Desired
	?
	?



16 [bookmark: _Toc208704040]		Leave Entitlements (LE)
[bookmark: _Toc208704041]	The allocated resources / FTEs will be entitled to various types of leave, determined by the Service Provider

	ID
	Requirement
	Priority
	Compliance
	Comments

	
LE1
	[bookmark: _Toc208704042]This shall include annual leave, sick leave, study leave, maternity and family responsibility leave
	
Required
	?
	?

	

LE2
	[bookmark: _Toc208704043]Leave will be planned, agreed and pre-approved between the Bank and the allocated resource to avoid leave during critical periods i.e. financial year end or half financial year

	

Required
	?
	?



17 [bookmark: _Toc208704044]	Transition Process (TP)

	ID
	Requirement
	Priority
	Compliance
	Comments

	
TP1
	Failure to meet the agreed upon SLAs more than three times in a quarter will result in the termination of the agreement
	
Required
	?
	?

	
TP2
	In the event that the aforementioned exit conditions have been satisfied, a diagnosis of the root causes will take place 
	

Optional
	?
	?

	
TP3
	It is the hope that outstanding problems may be rectified and appropriate compensation or discounted services be agreed upon.
	
Optional
	?
	?

	
TP4
	In the event that an attempt to diagnose the core issues fails, a transition to a new managed service provider or a full exit from the managed service will occur
	

Required
	?
	?

	
TP5
	Outline the process for transitioning to a new supplier, including how the knowledgebase will be transferred. Also include the prices associated with a transition and an exit, as well as how these totals are calculated
	

Required
	?
	?




18 [bookmark: _Toc208704045]	Vendor Qualifications & References
All vendors must provide the following information for their proposal to be considered:
A brief outline of your company and similar services offered, including:
	#
	Question 
	Answer

	1
	Full legal name of your company
	?

	2
	Year business was established
	?

	3
	Number of people / FTEs currently employed (including contractors)
	?

	5
	An outline of your current and future strategies for the Server Administration Service
	?





19 [bookmark: _Toc208704046]	References
	Who are your previous customers for similar services and how satisfied are or they were with your services?
	Fill in the table below and provide at least three (3) contactable references for a similar project (Server Administration Services) with a similar scope.
	Reference Table

	#
	Requirement
	Your Response 

	1
	Company Name
	?

	2
	Company Representative (Name)
	?

	3
	Role / Job Title
	?

	4
	Email address
	?

	5
	Mobile Phone
	?

	6
	Number of years delivering the service
	?

	7
	Brief descroption of service
	?

	8
	How satisfied is or was this customer with your services? (Satiesfied or not satisfied)
	?

	9
	Verification Process : Can we contact this customer to verify? Answer with Yes or No. If No, the vendor will score zero for references.
	?


20 [bookmark: _Toc255739562][bookmark: _Toc266264196][bookmark: _Toc384050246][bookmark: _Toc69205654][bookmark: _Toc208704047]Account Management & Estimated Pricing
[bookmark: _Toc208704048]Account Management
Include details of the roles who will manage and monitor the outsourced Server Administration Service 
	Account Magement 

	#
	Requirement
	Your Response 

	1
	Role / Job Title
	?

	2
	Qualifications
	?

	3
	Experience 
	?

	4
	How the account management team will ensure the outsourced server administration service requirements for the Bank are met?
	
?

	5
	Outline how and how continual improvement efforts will proceed
	?

	
	
	


21 [bookmark: _Toc208704049]Billing
Detail the procedure(s) surrounding pricing and billing, particularly variable billing. Please outline what tools and reports will be available for the South African Reserve Bank to view costs currently being incurred and how the Bank will be able to forecast potential future costs. Also highlight any potential or unforeseen costs that the Bank could incur based on vendor’s experience in delivering similar services
Your billing response below
?
22 [bookmark: _Toc208704050]Service Perfromance and Targets 
Services metrics that outline which dashboards will be expected to monitor and review the performance of the Server Administration Services. As a minimum, the South African Reserve Bank anticipates a monthly service review meeting (remotely and in person once a quarter) and monthly reports that describe current performance against SLAs
	Server Administration Service Perfromance 

	Example of reports :
Supply sample dashboards using Power Point Presentation – labled sample reports and dashboards


23 [bookmark: _Toc208704051]Estimated Pricing
All vendors must provide a granular cost breakdown for the implementation of their managed service for the SARB’s outsource project as described in this RFP. Costs should be supplied using pricing template provided. The vendor must agree to keep these prices valid for 120 days as of 20 January 2026.

	Refer to Annexure 5 Pricing Template for further instructions. 

24 [bookmark: _Toc208704052]Duration 
	Start Date 
	Date Purchase Order / PO was issued 

	End Date
	Three (3) Years / 36 months with an option to extend for another two (2) years based on performance 


25 [bookmark: _Toc208704053]Non Perfromance  
[bookmark: _Toc187059438][bookmark: _Toc208704054][bookmark: _Toc187059439]The SARB’s Service Partnership Philosophy
[bookmark: _Toc208704055]The philosophy of the Service Partnership methodology is such that it should drive positive behavior encouraging compliance with the Service Level requirements and consistent with the outcomes required by Bank
[bookmark: _Toc208704056]Principles 
Non-performance should be avoided.  The principles for managing non-performance for the contracted service(es) are described below:
· Service quality will be monitored, tracked and reported on monthly basis 
· The Service Levels are calculated for each requirement according to the measurement interval specified in each Service Level table (monthly by default), then compared with the Service level performance value specified in the Service Level Requirements
· A good performance on one Service level cannot compensate for a bad performance on another one
· The Service Levels will be subjected to quality improvement plan (when needed), or if the Service Levels attained are periodically below requirements.
· The fact that contracted Service levels are not associated with a Service Credit does not mean Service level requirements are not important for the Bank
· The Bank reserves the right to terminate the agreement or request replacement where the Service Levels have constantly missed for several months or there are behavioral issues such as (lack of integrity by not identifying root causes to repeatable incidents, not being available during working hours, action items not attended or there is an increase in the volume of escalation about the service). The Service Provider has been informed and failed to remediate non- performance 
· The SARB reserves the right to review and renegotiate the scope of the outrsourced service
26 [bookmark: _Toc208704057]Service provider Escalation Matrix
Any claim with respect to non-delivery of service will be reviewed between the client (Bank) and the service provider at monthly service review meetings. Populate the Supplier’s escalation matrix  :

	Escalation Levels
	Non-Delivery Escalation Table
	Escalation Periods and conditions

	

Level 1
	Name & Surname	:
Role			:
Landline		: 
Cell Phone		: 
Email			:
	?
?
?
?
?
	



When service levels are missed

	

Level 2
	Name & Surname	:
Role			:
Landline		: 
Cell Phone		: 
Email			:
	?
?
?
?
?
	

When the initial escalation was ignored / not responded / not remediated at Level 1 

	

Level 3
	Name & Surname	:
Role			:
Landline		: 
Cell Phone		: 
Email			:
	?
?
?
?
?
	


When the initial escalation was ignored / not responded / not remediated at Level 2



27 [bookmark: _Toc208704058]	Payment Terms
Server Administration Services is a service with a fixed rate Inclusive of VAT) per month from signature date of the agreement period is thirty six (36) months (with an option to renew for sixty (60) months dependend on perfromence. Standby, Overtime and Travelling (if it happen) is billed as a variable cost based on hours worked or distanced travelled 
Annual inflation increase will be based on the CPI at the time 

28 [bookmark: _Toc208704059]	Vendor Certification 
This certification attests to the vendor’s awareness and agreement to the content of this RFP and all accompanying calendar schedules and provisions contained herein
The vendor must ensure that the following certificate is duly completed and correctly executed by an authorised officer of your company
This proposal is submitted in response to the Request for Proposal for Managed Server Administration Services  issued by the South African Reserve Bank. The undersigned is a duly authorised officer and hereby certifies that:
Vendor Name : ………………………………
Agrees to be bound by the content of this proposal and agrees to comply with the terms, conditions, and provisions of the referenced RFP and any addenda thereto in the event of an award. Exceptions are to be noted as stated in the RFP. The proposal shall remain in effect for a period of 120 calendar days as of the due date of the RFP.
The undersigned further certify that their firm (check one):
	IS


	IS NOT


Currently debarred, suspended, or proposed for debarment by National Treasury. The undersigned agree to notify the South African Reserve Bank of any change in this status, should one occur, until such time as an award has been made under this procurement action


Person(s) authorised to negotiate on behalf of this firm for the purposes of this RFP are:
Signature of Authorised Officer 1:

	Name:
	
	Title:
	

	

Signature:
	
	
Date:
	




Signature of Authorised Officer 2 (If applicable):


	Name:
	
	Title:
	

	

Signature:
	
	

Date:
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